Comments on the Draft Advisory: RAA Subsection 3.7.7.3
This Advisory seeks to address the issue of liability when it comes to the licensing of a domain name to a third party by a Registrant. In principle, this Advisory should promote a scheme that seeks to provide panoplies for all affected parties, trademark owners, domain name holders and licensees. However, this policy fails dramatically to achieve such a goal.

The Advisory suggests that in cases where a Domain Name Holder licenses the domain name to a third party, the Domain Name Holder will be liable for any harm caused by the wrongful use of the domain name, unless the Domain Name Holder “promptly identifies the licensee to a party providing the Registered Name Holder with reasonable evidence of actionable harm”.

To a certain extent, this Advisory is reasonable, seeking to maintain a registration environment that is secure and safeguarded. However, by holding Domain Name Holders liable under all circumstances to the actions performed by a third party or placing unrealistic deadlines is certainly not the way to achieve this goal.

In trademark law, licenses operate under the assurances of quality control and this control subsequently determines the extent of liability the licensor carries.  In trademark law, the licensor typically sets certain standards and quality controls to ensure that the licensee distributes the product the licensor is expecting and which they also determine the extent – if any – of liability. It is one thing to say a licensor with control over the quality standards, design, and manufacturing process may be liable for negligence in providing such standards or unreasonably failing to monitor compliance with such standards. It is quite another thing to hold a licensor strictly liable for a defective product when its name is the licensor’s only involvement. (§400 of the Restatement)

Generally, under §400 of the Restatement, the distinguishing factor in many court opinions appears to be the amount of control the trademark licensor has exerted over the product. Likewise, under §14 of the Restatement, trademark licensors are liable for harm caused by a defective product distributed under the licensor’s trademark or logo when they ‘participate substantially’ in the design, manufacture, or distribution of the licensee’s products [Restatement (Third) of Torts: Products Liability §14 cmt. D (1997)].

Unfortunately, ICANN has not considered any of these complex issues concerning the relationship between the licensor and the licensee and the issues of liability. This Advisory, therefore, is substantially artificial, since it fails to consider the nature, purpose and process of a license agreement. It appears to create a uniform rule that targets the Domain Name Holder without giving due consideration to issues of quality control, substantial  participation or any such factors that ultimately determine the party that is liable under a license agreement.  

Similarly, this Advisory sets unrealistic and unreasonable deadlines that should be removed automatically. According to RAA Section 3.7.7.3 ICANN expects “the Domain Name Holder to accept liability for harm caused by the wrongful use of the registered name, unless the Registered Name Holder promptly [emphasis added] identifies the licensee to a party that has provided the Registered Name Holder with reasonable evidence of actionable harm”. ICANN further suggests that ‘promptly’ should mean 5 business days – a time frame, which is totally arbitrary, inexplicably random and in reality superficial. How did ICANN come up with such a tight time frame? Why did ICANN choose 5 instead of 7 working days, for example? What proof does ICANN have that 5 business days are enough for the Domain Name Holder to identify the licensee?

When it also comes to establishing ‘reasonable evidence of actionable harm’, the guidance provided states that this evidence should not ‘imply a requirement of the filing of a formal process (such as a UDRP complaint, civil lawsuit, or the issuance of a subpoena)’. Why not? Initiating any procedure of this sort would, in reality, be a good way of demonstrating ‘reasonable evidence of actionable harm’. It would make sense given that trademark owners, who actually believe that the domain name is harming their legitimate rights, to initiate a UDRP process or a court action. We fear that allowing the discretionary interpretation of ‘reasonable evidence’, opens a Pandora’s Box that will lead to massive and illegitimate domain name take-downs. We, therefore, urge ICANN to make the initiation of a court or a UDRP proceeding on component of the ‘reasonable evidence’ interpretation.

Finally, when it comes to establishing ‘actionable harm’, ICANN once again verges outside the permissible scope of trademark law. According to this Advisory, ICANN notes that, for example, ‘with respects to claims of intellectual property infringement, documentation of ownership of a trademark or copyright, along with documentation showing alleged infringement, should generally constitute reasonable evidence of actionable harm’. This is highly problematic. Even though such documentation might be enough for the purposes of traditional trademark infringement, ICANN needs to bear in mind that the standards and evaluation criteria applied in traditional trademark law are completely different than on the Internet. What sort of documentation will be required? What about the non-commercial uses or the territorial limitations of trademark law? What about the situation where one mark owner brings an action against another mark owner with a valid trademark registration in his own territory? 

Recommendations

We urge ICANN to amend the Draft Advisory on the RAA subsection 3.7.7.3 to include the following:

· Quality control: The court (or arbitrator) in deciding whether the licensor (the Domain Name Holder) is liable by an act conducted by the licensee should be required to examine whether the use of the domain name by the licensee is subject to quality control by the licensor (Domain Name Holder). In cases where the licensor (Domain Name Holder) has entered a license agreement subject to quality control – and as long as the licensor (Domain Name Holder) can provide such evidence – the licensee should be held liable for the misuse of the domain name.

· Prompt Identification: The guidance ICANN provides for prompt identification of the licensee by the licensor (Domain Name Holder) is 5 business days. This is too short, considering that there are extenuating circumstances and countries have different holiday calendars. We suggest that the time frame is raised to 10 business days.

· This Advisory fails to take into consideration cases where the services provided are not part of a license agreement. It states: “At times, a Registered Name Holder allows another person or organization to use the domain name. For example, a website designer might be the Registered Name Holder of record for a domain name used by a client, or a “proxy service” might be the Registered Name Holder of record for a domain name used by a client that prefers not to disclose identity/contact information. In either of these situations, the Registered Name Holder is the person or entity listed as the registrant/Registered Name Holder by the applicable Whois service (in the above example, the website designer or the proxy service, not the client of the website designer or the proxy service)”. This is unreasonable and contrary to the way license agreements operate. What ICANN suggests is that website designers who might only be employed to provide services for creating and designing the website, should be held liable, despite the fact that such services are not part of a license agreement and are completely unrelated to the further representation or use of the domain name. Such a rule is unfair and ICANN appears willing to turn against parties that would normally be immune under a license agreement, by virtue of their names being listed in the Whois. The Whois is a data of information and should not be used to target indiscriminately domain name holders. The Advisory, therefore, should make explicit mention to such cases and should require the submission of clear license agreements that demonstrate the terms and conditions of such license.

