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Tentative Proposals for Accommodating Future Constituencies
Within the Non-commercial Stakeholder Group
In thinking broadly about the long-term evolution and role of Internet users within the International Corporation for Assigned Names and Numbers (ICANN), the Generic Names Supporting Organization (GNSO), and the Non-commercial Stakeholder Group (NCSG), I have explored several models for constituency structure and formation principles, in addition to the one included in the NCSG Charter proposed by the prospective CyberSafety Constituency.  One particularly critical issue, of course, is the method for allocating seats on the GNSO Council after six constituencies have been formed.  

During the time before a petition to form a seventh NCSG Constituency is eminent, we may learn from the experience of the first handful of Constituencies and make a longer-view strategy for going forward.  I include here two proposals that may initiate discussion or warrant further study on a basis to ultimately allocate GNSO Council votes.

Preamble and Background

First, I begin by addressing the perennial question concerning the role users have in ICANN’ s bottom-up stakeholder system.  I have read, and generally agree with, the statement submitted on February 20 by the GSNO – ALAC/At-Large New NC Constituency Communities Working Group, drafted by Alan Greenberg.  I suggest that ICANN legitimacy is better served by what is, perhaps, a slightly broader take on the role of users.  The proposals below are not dependent on this view, however.
Ultimately, those who provide the economic and social incentives for developing and maintaining an open Internet are the consumers/users.  Clearly, the ICANN Board and other actors in the field are concerned about “mission creep” in ICANN’s role as administrator of the Domain Name System (DNS) and contracted operator of the Internet Assigned Numbers Authority (IANA).  ICANN’s primary function is to administer and coordinate the technical aspects of DNS.  In performing these functions, however, various issues naturally arise that have potential consequences for how, when, and if other actors such as governments and users can effectively implement decisions on bigger policy issues.
ICANN describes itself as a bottom-up, “multi-stake‑holder” decision maker. The ICANN Monthly Magazine for July 2008, Policy Update, begins: “ICANN makes decisions that directly affect all those that use the Internet, whether governments, businesses or individual Net users. . . . Our decision-making processes are open to all and we welcome all those equally passionate about how the Internet evolves.”1 Further, ICANN’s mission statement includes: “Seeking and supporting broad, informed participation reflecting the functional, geographic, and cultural diversity of the Internet at all levels of policy development and decision-making.”2  These statements refer to “individual Net users” and “all levels” of policy.
ICANN, recognizing that its technical policy decisions may impact the interests of governments, has established the Government Advisory Council. The Board’s restructuring of the GNSO, allocating six council seats to represent non-commercial users’ interests, acknowledges that the Board recognizes the need to hear from at least some kinds of users.  Most acknowledge the administrative nightmare ICANN would encounter in trying to develop fora for gathering, condensing, and resolving input from even a fraction of the globe’s individual Internet users without technical expertise. However, these problems do not necessarily excuse the failure to include the interests of lay Internet users, if in no more than a cautionary and watchful role.  Such a manageable role can be accomplished by having select expert representatives who understand both the technical aspects of the Internet and the interests of its users. Given there is no practical solution for individual Internet users to elect representatives to act on their behalf in this capacity, another mechanism must be found to look out for their legitimate interests, as described below.

No convincing explanation exists for why certain large, institutional, non-commercial users should have input in ICANN policy development, while enormous blocks of non-institutional users are ignored, although this approach has been proposed.  Of course, one option would be to limit user participation to those who own a domain name.  Indeed, the interests of registrants are legitimate and should be heard.  But this is not a principled distinction.  Anyone can purchase a domain name for a pittance and then qualify to participate.  Moreover, the economic stake involved in finding, purchasing and maintaining a domain name is at best marginal with respect to the overall function of the Internet.  And what interests other than those small economic ones do registrants have that are shared with non-registrant users?

For instance, domain name holders do have a privacy issue implicated in the WHOIS system.  What about the other side of the WHOIS issue – the interests of law enforcement, consumer protection groups, scam victims, spam recipients and others in determining who is responsible for abuse of a domain name?  What about the privacy interests of millions who spend many hours a day using the Internet but do not own a domain name?  What about the privacy interest in keeping the bank account and credit card numbers of non-registrants confidential?

An argument might be made that no interests outside of the economic and practical impact on those who own or operate a piece of the Internet are relevant.  But the cat is long out of the bag on that point.  ICANN has affirmatively turned down a request to operate a Top-level Domain (TLD) with the string .XXX from ICM Registry Inc., which is currently being appealed.3  The record on this vote makes clear that the decision was not based on the mere economic and practical implications of adding a TLD run by a company with sufficient financial support.  Some decisions cannot be neutral. 

Further, the GNSO Council has included the representation of the Non-commercial Users Constituency (NCUC) since the beginning.  NCUC proposals, statements and votes have been included in GNSO processes.  Its input has frequently focused on preserving free expression and anonymity, but its positions have not been limited to the expression rights unique to domain name owners or institutional users, even if it were possible to divide out registrant-only or institution-only interests in this area.

A Legitimate User Interest


Perhaps the ultimate user interest in ICANN is to detect and stop mission creep.  The objective may be to steer ICANN away from making policy decisions that negatively impact, or usurp, the ability of other organizations, governments, and individuals in exercising their legitimate roles with respect to Internet governance.  Users should be heard not just with respect to technical coordination issues that will affect their interactions on the Internet, but also in supporting policy decisions that do not impede the rights of others outside ICANN to shape the Internet and develop and protect the Information Society within their stewardships.  Some decisions have long-range implications that should be properly deferred to an authority that may more properly address it.

A Legitimate User Representative


Because we have no practical means for lay Internet users to elect or appoint a representative for involvement in the GNSO, we need another mechanism for obtaining focused representation without burdening the process with even a small fraction of the millions of users.  It makes sense that to permit participation by those with professional knowledge and expertise in the technology of the Internet AND the broader implications of ICANN policies on large groups of Internet Users.  

Constituencies can be charged with admitting members who evidence relevant expertise.  Organizations with large numbers of Internet users or with a history of public interest or civil society involvement with Internet issues qualify.  Applications can require information on individual’s experience, research, and study of non-commercial Internet users’ interests.  In addition to these, registrants may be included.

Direct and Transparent Representation of User Interests

Proposal 1:


One way of assuring input on user interests is to divide the NCSG into categories of users.  For instance, one recommendation I received suggested the following:

NCOC
Non-Commercial Organizations’ Constituency  (organizations that make significant use of the Internet in their internal and external functions, including universities, religious groups, charities, etc.)
EDUC
Educators’ Constituency (academics, researchers, teachers, education provider institutions, publishers)
CONC
Consumers’ Constituency (people using on-line banking, personal and family shopping, and other non-business Internet transactions)
INFC
Information Users’ Constituency (lay people searching for medical and political news and other information for non-commercial and non-professional purposes)
EMUC
Emerging Users’ Constituency (users and potential users from under-developed areas, tech-impaired generations, with low education levels, or subject to language or other barriers to access and effective utilization of the Internet)

FAMC
 
Family and Children Constituency 

Of course, these categories may need further analysis and research, but they do represent a starting point for a discussion of how to categorize users as stakeholders.

Proposal 2:

The most direct and straightforward way for ICANN to provide a voice for Internet users is to involve individuals whose expertise is on the public record and constituencies whose slice of those interests is clearly disclosed.  But how can ICANN assure broad enough but still manageable input from expert representatives of millions of Internet users?

Without taking a long-range view of those interests that belong at the table, ICANN will be laden with random constituencies and a haphazard, spotty coverage of user interests.  If firefighters can summon together ten firefighter charities and brigades and fifteen individuals who own domain names, should they be permitted to form one of a very limited number, say six, constituencies in the NCSG?  ICANN has carefully considered how to group stakeholders in terms of shared interests in the restructured GNSO.  What guiding principles can be used to assure that the major non-commercial users’ interests are included?

I suggest that the Board consider adopting a template for what groupings of interests are sufficiently legitimate to warrant status as a constituency.  Although it initially appears unfathomable to try to identify and group together categories of user interests, the task can be guided by the work of others charged with considering global issues of the technology and information society, as described below.

Ideally, the Board would devise a division of six major ranges of user interests and accept petitions to form constituencies consistent with reaching each of the six desired groupings.  From time to time, the board may consider a petition to combine, enlarge, split or redraw the divisions.  If a proposed constituency mission statement unduly overlaps another one, the Board can review a request for reconsideration of scope.  After six constituencies are formed, the Board may consider a petition to expand a constituency to ensure inclusion of significant user interests.

This approach makes the most sense in terms of legitimizing ICANN’s claim to bring major stakeholders to the table for a true bottom-up process.

Six Groupings of Interests

Because non-technical issues are not the primary domain of ICANN expertise, the Board should consider adopting the groupings of Internet user interests developed by other organizations and authorities with more focus on and experience with broad Internet governance.  I found possible templates for identifying and grouping issues from the work of many international organizations.  After significant efforts to find the best of these templates (although all of the templates are similar), I chose one that seems to be the most legitimate in terms of effort and expertise, representation and negotiation, and long-term vision.  I took the characterizations of the goals and the objectives from the World Summit on the Information Society, Declaration of Principles Building the Information Society: a global challenge in the new Millennium, Geneva, December 12, 2003.  Other templates may be found more useful, and I encourage exploration of other possibilities.  But I use the Declaration as a source for initiating conversation.

These articulations of principles in the Declaration are broad enough to encompass the range of non-commercial user concerns, but specific enough to foster meaningful constituency mission statements.  Of course, these interests encompass issues far broader than what is within ICANN’s domain.  I do not suggest that ICANN take on responsibility to bring these objectives to pass, but rather that ICANN policies be developed while recognizing and honoring the right of others to seek these objectives.  Recognizing what is outside ICANN reach is the best protection against ICANN becoming unnecessarily embroiled in policy issues beyond its expertise and authority.  (Citations are to the Declaration of Principles (DofP), section, and paragraph.)

1.
Access to Technology:  “Information and communication infrastructure: an essential foundation for an inclusive information society.” (DofP, B2).

Internet users are rightly interested in:

“Connectivity, [including] [u]niversal, ubiquitous, equitable and affordable access to [Internet] infrastructure and services.” (DofP, B2, 21).

“[W]ell-developed information and communication network infrastructure and applications, adapted to regional, national and local conditions, easily-accessible and affordable, and making greater use of . . . innovative technologies where possible.”  (DofP, B2, 22).

“[S]tability, predictability and fair competition at all levels . . . , [especially in] disadvantaged areas.” (DofP, B2, 23).

Ensuring that the Internet “contribute[s] to sustainable production and consumption patterns and reduce[s] traditional barriers, providing an opportunity for all to access local and global markets in a more equitable manner [and is] user-friendly, accessible to all, affordable, adapted to local needs in languages and cultures, and support[s] sustainable development.”  (DofP, B7, 51).

“[E]ffective international and regional cooperation among governments, the private sector, civil society and other stakeholders . . . .”  (DofP, B11, 60).

“Regional integration” of the Internet. (DofP, B11, 62).

2.
Access to information and knowledge (DofP, B3).

Internet users are rightly interested in:

“The ability for all to access and contribute information, ideas and knowledge . . . .”  (DofP, B3, 24).

“[R]emoving barriers to equitable access to information for economic, social, political, health, cultural, educational, and scientific activities.”  (DofP, B3, 25).

Access to “[i]nformation in the public domain . . . and protect[ion] from misappropriation.”  (DofP, B3, 26).

“[U]niversal access with equal opportunities for all to scientific knowledge and the creation and dissemination of scientific and technical information.”  (DofP, B3, 28).

Aspirations, “in particular for developing countries and countries with economies in transition, to become fully-fledged members of the Information Society, and their positive integration into the knowledge economy.”  (DofP, B4, 34).


“[S]timulat[ing] respect for cultural identity, cultural and linguistic diversity, traditions and religions, and foster[ing] dialogue among cultures and civilizations.”  (DofP, B8, 52).

“[P]romot[ing] the production of and accessibility to all content—educational, scientific, cultural or recreational—in diverse languages and formats.”  (DofP, B8, 53).

“The preservation of cultural heritage . . . .” (DofP, B8, 54).

3.
CyberSecurity: “Building confidence and security in the use of” the Internet (DofP, B5).

Internet users are rightly interested in:

“Strengthening the trust framework, including information security and network security, authentication, privacy and consumer protection . . . , [creating a] global culture of cyber-security . . .  increased international cooperation, . . . and ensur[ing]the protection of data and privacy.”  (DofP, B4, 35).

“[U]niversal and non-discriminatory access to [the Internet]. . . , maintaining international stability and security, and . . . prevent[ing] the use of information resources and technologies for criminal and terrorist purposes, while respecting human rights.”  (DofP, B4, 36).

Controlling “[s]pam.”  (DofP, B4, 37).

4.
Non-discrimination and Fairness  (DofP, B6).

Internet users are rightly interested in:

“The rule of law, accompanied by a supportive, transparent, pro-competitive, technologically neutral and predictable policy and regulatory framework reflecting national realities . . . .”  (DofP, B6, 39).

“[I]nternational cooperation, . . .full and effective participation of developing countries in global decision-making, [and i]mproving global affordable connectivity . . . .”  (DofP, B6, 40).

“[B]roadly-based economic growth in both developed and developing economies [and e]quitable distribution of the benefits contribut[ing] to poverty eradication and social development.”  (DofP, B6, 41).

“[E]ncourag[ing] innovation and creativity.”  (DofP, B6, 42).

“[F]ully integrated . . . national and regional development strategies.”  (DofP, B6, 43).

“[D]evelopment and use of open, interoperable, non-discriminatory and demand-driven standards that take into account needs of users and consumers. . . and more affordable access to them, particularly in developing countries.”  (DofP, B6, 44).

Ensuring that “[t]he radio frequency spectrum . . . be managed in the public interest and in accordance with principle[s] of legality, with full observance of national laws and regulation[s] as well as relevant international agreements.”  (DofP, B6, 45). 

Ensuring that “[t]he international management of the Internet . . . [is] multilateral, transparent and democratic, with the full involvement of governments, the private sector, civil society and international organizations, . . . [as well as] ensur[ing] an equitable distribution of resources, facilitat[ing] access for all and ensur[ing] a stable and secure functioning of the Internet, taking into account multilingualism.”  (DofP, B6, 48).

Ensuring that “[t]he management of the Internet encompasses both technical and public policy issues and . . . involve[s] all stakeholders and relevant intergovernmental and international organizations.”  (DofP, B6, 49).

Ensuring that “International Internet governance issues [are] addressed in a coordinated manner.”  (DofP, B6, 50).

5.
Freedom of Speech (DofP, B9).

Internet users are rightly interested in:

“[F]reedom of the press and freedom of information, . . . independence, pluralism and diversity of media, . . . [f]reedom to seek, receive, impart and use information for the creation, accumulation and dissemination of knowledge . . . .”  (DofP, B9, 55).

6.
Ethical Issues (DofP, B10).

To the extent that any ICANN policy affects these values, Internet users are rightly interested in:

“[P]eace and . . . freedom, equality, solidarity, tolerance, shared responsibility, and respect for nature.”  (DofP, B10, 56).

“[J]ustice, and the dignity and worth of the human person. The widest possible protection should be accorded to the family [emphasis added] and to enable it to play its crucial role in society.”  (DofP, B10, 57).

“[R]espect[ing] human rights and fundamental freedoms of others, including personal privacy, and the right to freedom of thought, conscience, and religion in conformity with relevant international instruments.”  (DofP, B10, 58).
Supporting enforcement of the law, and opposing abusive uses of the Internet, “such as illegal and other acts motivated by racism, racial discrimination, xenophobia, and related intolerance, hatred, violence, all forms of child abuse, including paedophilia and child pornography, and trafficking in, and exploitation of, human beings.”  (DofP, B10, 59).
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